# **Protocol voor de mededeling van persoonsgegevens van XX (federale overheid) naar XX (organisatie)**

Dit protocol wordt gesloten conform artikel 20 van de wet van 30 juli 2018 betreffende de bescherming van natuurlijke personen met betrekking tot de verwerking van persoonsgegevens (WVG). Daarbij werd ook rekening gehouden met de aanbeveling van de Gegevensbeschermingsautoriteit (GBA) van 31 januari 2020, nummer 02/2020.

**Tussen:**

1. XX (identificatie federale overheid (verstrekker van persoonsgegevens) + verwijzing wet + eventueel beschrijving type organisatie)

Hierna: XX ;

**En:**

1. XX (identificatie organisatie (ontvanger), resideert in België en ageert als verwerkingsverantwoordelijke + verwijzing wet + eventueel beschrijving type organisatie)

Hierna: XX ;

**Na te hebben uiteengezet (inleidende bepalingen):**

1. (meer informatie over gegevensstroom; noodzaak; voorwaarden: ‘federale overheid’, er is een wettelijke basis (wettelijke verplichting of algemeen belang), afwezigheid van regelgevende – of wetgevende norm, systematisch/punctueel naar niet-gerechtigde organisaties; andere nuttige informatie organisaties; eventueel met schema verduidelijken; adviezen DPO’s gevolgd/niet gevolgd, wanneer niet gevolgd welke redenen van het niet-volgen (zie voorbeeld hieronder); publicatie/openbaar maken protocol (vb. publicatie websites beide organisaties) (zie voorbeeld hieronder), …)
2. XXX
3. De functionaris voor gegevensbescherming of DPO van XX verstrekte op XX (datum) advies en XX (organisatie) besliste op XX (datum) om dit advies te volgen, behalve XX om redenen van XX (WVG, artikel 20, §2).
4. De partijen zullen het protocol, eens gesloten, publiceren op hun website (WVG, artikel 20, § 3).

**Wordt overeengekomen als volgt:**

**Artikel 1: De identificatie van de federale overheid en van de overheid binnen de federale overheid die de persoonsgegevens doorgeeft alsook van de ontvanger of bestemmeling (WVG, artikel 20, §1, 1°-2°) [AANBEVOLEN VOLGENS GBA]**

De identificatie van de partijen zijn uiteengezet in randnummers 1 en 2 van dit protocol.

**Artikel 2: De contactgegevens van de functionarissen voor gegevensbescherming binnen de overheid die de gegevens doorgeeft alsook van de bestemmeling (WVG, artikel 20, §1, 3°) [OPTIONEEL]**

XX

**Artikel 3: De doeleinden waarvoor de persoonsgegevens worden doorgegeven (en indien van toepassing, de analyse van de verdere verwerking)** **(WVG, artikel 20, §1, 4°) [AANBEVOLEN VOLGENS GBA]**

XX

**Artikel 4: De categorieën van doorgegeven persoonsgegevens (en hun formaat[[1]](#footnote-1)) (WVG, artikel 20, §1, 5°) [AANBEVOLEN VOLGENS GBA]**

XX

**Artikel 5: De categorieën van ontvangers (WVG, artikel 20, §1, 6°) [OPTIONEEL]**

XX

**Artikel 6: De wettelijke grondslag voor de mededeling van persoonsgegevens (WVG, artikel 20, §1, 7°) en voor de ontvangst van de persoonsgegevens [AANBEVOLEN VOLGENS GBA]**

XX (Dit kan enkel ‘wettelijke verplichting’ zijn of ‘algemeen belang’ en wanneer ‘algemeen belang’ van toepassing is, dient deze een grond/basis te hebben in een wet; dus best uitsplitsen in dit artikel: rechtsgrond voor de mededeling (federale overheid) en rechtsgrond voor ontvangst (dus ontvangende partij)

**Artikel 7: De nadere regels inzake gehanteerde communicatie (WVG, artikel 20, §1, 8°) en een functionele definitie van de beveiligingsmaatregelen [AANBEVOLEN VOLGENS GBA]**

XX

**Artikel 8: Elke specifieke maatregel die de mededeling omkadert conform het proportionaliteitsbeginsel en de vereisten inzake gegevensbescherming door ontwerp en door standaardinstellingen (WVG, artikel 20, §1, 9°) [AANBEVOLEN VOLGENS GBA]**

XX (Voorbeelden: keuze van het formaat van de mededeling, registratie van de toegangen om te weten wie wanneer en waarom toegang heeft gehad, instelling van een repertorium van referenties in geval van automatische mededeling van bijgewerkte gegevens om ervoor te zorgen dat de nodige gegevens gedurende de nodige tijd worden bijgewerkt, …; idealiter worden eventueel erg specifieke maatregelen opgenomen in een bijlage en niet mee gepubliceerd/openbaar gemaakt met het protocol, want dat kan een risico inhouden op de veiligheid van de mededeling).

**Artikel 9: De toepasselijke wettelijke beperkingen met betrekking tot de rechten van betrokkene bij de ontvanger (WVG, artikel 20, §1, 10°) [OPTIONEEL]**

XX

**Artikel 10: De nadere regels inzake de rechten van betrokkene bij de ontvanger (WVG, artikel 20, §1, 11°) [OPTIONEEL]**

XX (Voorbeelden: bij erg gevoelige dossiers wordt de toestemming eerst gevraagd aan de betrokkene, als aanvullende garantie; de mededeling wordt opgenomen in de gegevensbeschermingsverklaring; in de ontvangstbevestiging/communicatie met de betrokkene wordt meegedeeld dat het is meegedeeld aan organisatie X; …)

**Artikel 11: De periodiciteit van de doorgifte (WVG, artikel 20, §1, 12°) [AANBEVOLEN VOLGENS GBA]**

XX (Voorbeelden: wekelijks, maandelijks, elke eerste week van de maand; …)

**Artikel 12: De duur van het protocol (WVG, artikel 20, §1, 13°) [AANBEVOLEN VOLGENS GBA]**

XX (Voorbeelden: onbepaald want …; 5 jaar en nadien wordt dit herzien om na te gaan of de noodzaak er nog is; …)

**Artikel 13: De sancties die van toepassing zijn in geval van niet-naleving van het protocol onverminderd artikel 6, WVG (WVG, artikel 20, §1, 14°) [AANBEVOLEN VOLGENS GBA]**

XX (Voorbeeld: de mededeling wordt niet meer gedaan wanneer wordt vastgesteld dat de in dit protocol opgenomen afspraken niet worden uitgevoerd; …)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (handtekening en datum)

XXX (voornaam, naam, functie)

XXX (federale overheid)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ (handtekening en datum)

XXX (voornaam, naam, functie)

XXX (ontvangende organisatie)

1. Dit is bij de aanbeveling van de Gegevensbeschermingsautoriteit (GBA) meegenomen in het punt over de maatregelen (artikel 8 in dit protocol). [↑](#footnote-ref-1)